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ABSTRACT
Ad hoc network is a group of nodes that is associated through a wireless medium forming swiftly varying topologies. Attacks on ad hoc network routing protocols interrupt network routine and consistency with their solution. In this paper we have discussed about challenges and authentication in ad hoc network. A Mobile Ad Hoc Network (MANET) is a self-configurable and autonomous systems consisting of routers and hosts, which are able to support movability and organize themselves arbitrarily. This means that the topology of the ad hoc network changes dynamically and unpredictably. Adhoc network can be created on the fly, each node in the Adhoc network acts both as a router and host. The Adhoc networks can adjust its topology dynamically. Attacks from both external and internal nodes can easily affect the stability of the ad hoc networks. A new alternative way for mobile communication, in which mobile devices form a self creating, self-organizing and self-administering wireless communication for mobile hosts where node mobility causes frequent changes in topology. Ad hoc networks are self-configurable and autonomous systems consisting of routers and hosts, which are able to support movability and organize themselves arbitrarily.

INTRODUCTION-
An Adhoc network is a assortment of mobile nodes forming a temporary network without any supplementary infrastructure and no centralized control. Wireless networks consist of a number of nodes which communicate with each Other over a wireless channel which have various types of networks: sensor network, ad hoc mobile networks, Cellular networks and satellite networks. Ad-hoc networks are a new paradigm of wireless communication for mobile hosts where node mobility causes frequent changes in topology. Ad hoc networks are self-configurable and autonomous systems consisting of routers and hosts, which are able to support movability and organize themselves arbitrarily. It is known as mobile ad hoc network (MANET) and requires an extremely flexible technology for establishing communications in situations which demand a fully decentralized network without any fixed base stations, such as battlefields, military applications, and other emergency and disaster situations. Since, all nodes are mobile; the network topology of a MANET is generally dynamic and may change frequently. Thus, protocol such as 802.11 to communicate via same frequency or Bluetooth have require power consumption is directly proportional to the distance between hosts, Direct single-hop transmissions between two hosts can require significant power, causing interference with other such transmissions.
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Figure1: Communication in MANET

Background
The definite features of MANETs present a challenge for security solutions. Many obtainable security solutions for conventional networks are unproductive and incompetent for many envisaged MANET consumption environments. As a result, researchers have been working for the last decade on emergent new security solutions or varying current ones to be relevant to MANETs. Since many routing protocols do not think about security, some research focuses on developing secure routing protocols or introducing security extensions to the accessible routing protocols. Routing protocols have been projected to counter selfish activities by forcing the selfish nodes to collaborate. Accessible key management mechanisms are regularly based on central points where services such as guarantee authorities or key servers can be placed. Since MANETs do not
have such points, new key management mechanisms have had to be developed to accomplish necessities. Lastly, since avoidance techniques are perpetually restricted in usefulness, interruption recognition systems are usually used to harmonize other security mechanisms. This applies to MANETs and researchers have planned new IDSs to identify spiteful behavior on these networks. If we are to expand more universal solutions we must first have a inclusive understanding of probable vulnerabilities and security risks in opposition to MANETs. They distribute the vulnerabilities of wired networks, such as eavesdropping, denial of service, spoofing and the like, which are accentuated by the ad hoc situation. They also have additional vulnerabilities such as those that take benefit of the supportive nature of routing algorithms.

MANET ISSUES
In this segment the MANET research issues are discussed and classified. Various essential and recurrently discussed aspects of MANETs are identified and grouped :-

1) Routing:
Routing is an indispensable practice in this field, for the reason that changes in group topology happen regularly. A well-organized routing protocol is requisite to cope with highly fluid network conditions.

2) Multicasting/ Propagation:
Multicast service supports users communicating with other members in a multicast group. Broadcast service supports users communicating with all members on a network.

3) Location Information:
Location information uses the Global Positioning System (GPS) or the network-based geo-location practice to get hold of the physical location of a target.

4) Clustering:
Clustering is a method to division the hosts into numerous clusters and provides a suitable structure for resource organization, routing and virtual circuit hold up.

5) Mobility Management:
In the ad-hoc network environment, mobile hosts can travel unobstructed from place to place. Mobility management handles the storage, maintenance and recovery of the mobile node location information.

6) TCP/UDP:
TCP and UDP are the regular protocols used in the Internet. Data application successively over MANETs, such as http and real audio require transport layer protocols like TCP and UDP to launch packets above the links.

7) IP Addressing:
One of the most significant issues is the set of IP addresses that are assigned to the ad-hoc network. IP addressing and address auto Configuration have paying attention in MANETs.

8) Multiple Accesses:
A major issue is to expand resourceful medium access protocols that optimize ghostly reuse, and therefore, capitalize on collective channel consumption in MANETs.

9) Radio Interface:
Mobile nodes rely on the radio interface or antenna to broadcast packets. Packet forwarding or getting via radio interface or antenna techniques in MANETs are helpful investigations.

10) Bandwidth Management:
Bandwidth management in MANETs is a classic classification. Because the bandwidth is typically inadequate, efficiently supervision and using it is a very significant subject.

11) Power Management:
A power management approach would help reducing power consumption and hence prolonging the battery life of mobile nodes. Because most devices operate on batteries, power management becomes an important issue.

12) Security:
The mobile nodes in MANETs are extremely vulnerable to spiteful injure. Security issues are important in MANETs to avoid possible attacks, threats and system vulnerabilities.

13) Fault Tolerance:
This issue involves detecting and correcting faults when network failures happen. Fault-tolerance techniques are bring for preservation when a breakdown occurs during node faction, joining, or send-off the network.

14) Quality of Service (QoS) and Multimedia:
Quality of Service (QoS) and Multimedia necessitate sky-scraping bandwidth, low delay, and high reliability.

15) Standards/ Products:
The standards and products issues that permit the expansion of small scale are promising for this field. For example, Bluetooth is a low-cost technology designed for short-range communication techniques.
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5. Advantages, Applications & characteristics of Adhoc Networks
A. Advantages of MANETs:
The benefits of an Adhoc-network include the following:

- Linking to files on other computers and the Internet exclusive of the need for a wireless router is the most important advantage of via ad hoc network. Because of this, running an Adhoc network can be more affordable than a traditional network.
- Adhoc networks can be shaped on the fly in almost any condition where there are multiple wireless devices.
- Creating an Adhoc network from scratch requires a few settings changes and no additional hardware or software. If you need to connect multiple computers quickly and easily, then an Adhoc network is a perfect way out.
- Enhanced flexibility.
- Scalable because it accommodates the addition of more nodes.
- Robust due to decentralize administration.

B. Applications of MANET It includes:
a) Military Battlefield
b) Sensor Networks
c) Personal Area Network
d) Medical Service
e) Commercial Sector

C. Characteristics of MANET
Adhoc networks have some characteristics which make them dissimilar from wired and wireless networks. They are as follows Security Aspects and Challenges in Mobile Adhoc Networks.
1. Mobility Induced Link Breakages: As the nodes in an Adhoc network are usually mobile, the nodes may go out of range of neighboring nodes resulting in break in the links between the nodes. These may leads to break in the route between source and destination nodes.

2. Sleep Period of Process: To preserve energy, nodes in an Adhoc network may enter inactive state whereby they do not transmit at some instants of time.

3. Highly unfavorable environmental conditions: Adhoc networks are generally used in environments which are highly unfavorable for transmission and reception

4. Looping Problem: Due to mobility temporary loops may result.

5. Misbehavior: Some nodes may misbehave transmitting their own data and refusing to broadcast data from other nodes. Since Adhoc network uses multi hop routing this has to be controlled.

6. SECURITY CHALLENGES AND GOALS IN AD HOC NETWORKS

A. MANET Challenges

Vulnerability of Channels: As in any wireless network, messages can be eavesdropped and fake messages can be injected into the network without the difficulty of having physical access to network components.

Vulnerability of nodes: Since the network nodes usually do not reside in physically protected places, such as locked rooms, they can more easily be captured and fall under the control of an attacker.

Absence of Infrastructure: Ad hoc networks are supposed to operate independently of any fixed infrastructure. This makes the classical security solutions based on certification authorities and on-line servers inapplicable.

Dynamically Changing Topology: In mobile ad hoc networks, the permanent changes of topology require sophisticated routing protocols, the security of which is an additional challenge. A particular difficulty is that incorrect routing information can be generated by compromised nodes or as a result of some topology changes and it is hard to distinguish between the two cases.

For high survivability Ad hoc networks should have a distributed architecture with no central entities, centrality increases vulnerability. Ad-hoc network is dynamic due to frequent changes in topology. Even the trust relationships among individual nodes also changes, especially when some nodes are found to be compromised. Security mechanism need to be on the dynamic and not static and should be scalable.

B. Goals/Requirements of a Security System

C. Security is a significant issue for Adhoc networks, more than ever for those security-sensitive applications. To protect an ad hoc network, we believe in the following attributes:

Availability: Ensures survivability despite Denial of Service (DOS) attacks. On physical and medium access control layer attacker can employ jamming techniques to interfere with communication on physical channel. On network layer the attacker can disrupt the routing protocol. On higher layers, the attacker could bring down high level services e.g.: key management service.

Confidentiality: Ensures confident information is never disclosed to illegal entities.

Integrity: Message being transmitted is never ruined.

Authentication: Enables a node to ensure the identity of the peer node it is communicating with. Without which an attacker would pretend to be a node, thus gaining unauthorized access to resource and responsive information and intrusive with procedure of other nodes.

Non-repudiation: Ensures that the origin of a message cannot reject having sent the message.

Non-impersonation: No one else can imagine being another allowed member to find out any helpful information.

Attacks using fabrication: Creation of fake routing messages is termed as fabrication messages. Such attacks are complicated to notice routing.

<table>
<thead>
<tr>
<th>Layer</th>
<th>Attacks</th>
</tr>
</thead>
<tbody>
<tr>
<td>Application Layer</td>
<td>Data corruption, Viruses &amp; worms.</td>
</tr>
<tr>
<td>Transport Layer</td>
<td>TCP/UDP SYN flood</td>
</tr>
<tr>
<td>Network Layer</td>
<td>Hello flood, blackhole</td>
</tr>
<tr>
<td>Data Link Layer</td>
<td>Monitoring, traffic analysis</td>
</tr>
<tr>
<td>Physical Layer</td>
<td>Eavesdropping, active interference</td>
</tr>
</tbody>
</table>

Table 1: Some attacks on Protocol Stack

7. ATTACK ON AD HOC NETWORK--

There are various types of attacks on ad hoc network which are describing following:

Location Disclosure: Location disclosure is an attack that targets the privacy requirements of an ad hoc network. Through the use of traffic analysis techniques or with simpler probing and monitoring approaches, an attacker is able to discover the location of a node, or even the structure of the entire network.

Black Hole: In a black hole attack a malicious node injects false route replies to the route requests it receives, advertising itself as having the shortest path to a destination. These fake replies can be fabricated to divert network traffic through the malicious node for eavesdropping, or simply to attract all traffic to it in order to perform a denial of service attack by dropping the received packets.

Replay: An attacker that performs a replay attack injects into the network routing traffic that has been captured previously. This attack usually targets the freshness of routes, but can also be used to undermine poorly designed security solutions.

Wormhole: The wormhole attack is one of the most powerful presented here since it involves the cooperation between two malicious nodes that participate in the network. One attacker, e.g. node A, captures routing traffic at one point of the network and tunnels them to another point in the network. To node B, for example, that shares a private communication link with A. Node B then selectively injects tunneled traffic back into the network. The connectivity of the nodes that have established routes over the wormhole link is completely under the control of the two colluding attackers. The solution to the wormhole attack is packet leakages.

Blackmail: This attack is relevant against routing protocols that use mechanisms for the identification of malicious nodes and propagate messages that try to blacklist the offender. An attacker may fabricate such reporting messages and try to isolate legitimate nodes from the network. The security property of non-repudiation can prove to be useful in such cases since it binds a node to the messages it generated.

Denial of Service: Denial of service attacks aim at the complete disruption of the routing function and therefore the entire operation of the ad hoc network. Specific instances of denial of service attacks include the routing table overflow and the sleep deprivation torture. In a routing table overflow attack the malicious node floods the network with bogus route creation packets in order to consume the resources of the par-
8. Conclusion and Future Scope

The speedy development in the ground of mobile computing is pouring a new substitute for mobile communication, in which mobile devices form a self-creating, self-organizing and self-administering wireless network, called a mobile ad hoc network. Its fundamental suppleness, lack of infrastructure, ease of deployment, auto-configuration, low cost and potential applications makes it an essential part of expectations pervasive computing environments. As a result, the seamless combination of mobile ad hoc networks with other wireless networks and fixed infrastructures will be an indispensable part of the development towards future fourth generation communication networks.

The awareness of this visualization still requires a large number of challenges to be solved connected to devices, protocols, applications and services. The concise discussion in this paper shows that, despite the large labors of the MANET investigate community and the speedy advancement made all through the last years, a lot of tricky technological issues left unattended. From an economical point of view, mobile ad hoc networks unlock up innovative business opportunities for telecommunication operators and service providers. To this conclusion, suitable business scenarios, applications and economical models need to be acknowledged, together with technological advances, making a changeover of ad hoc networks to the marketable world feasible.

MANET is additional exposed to many attacks due to dynamical topology, distributed operation and restricted bandwidth. In this paper we have studied MANET and its characteristics, advantages, application, security goals and a variety of security attacks in its routing protocols.

Masquerading: During the neighbor acquisition process, a outsider intruder could masquerade an nonexistent or existing IS by attaching itself to communication link and illegally joining in the routing protocol domain by compromising authentication system. The threat of masquerading is almost the same as that of a compromised IS.

Passive Listening and traffic analysis: The intruder could passively gather exposed routing information. Such a attack can not affect the operation of routing protocol, but it is a breach of user trust to route the protocol. Thus, sensitive routing information should be protected. However, the confidentiality of user data is not the responsibility of Protocol.
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